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 September 16, 2016  

VIA ECFS 
 
Marlene H. Dortch 
Secretary 
Federal Communications Commission 
445 12th Street, NW 
Washington, DC 0554 
 
Re:  WT Docket No. 08-7 
 
Dear Ms. Dortch: 

 
Twilio filed its petition seeking Commission clarification that SMS and MMS messaging 

properly is classified under Title II to address a very basic, undisputed problem: wireless carriers 

are blocking millions of messages desired by consumers without their consent or knowledge.  

Not only is this carrier blocking is unprecedented, it is harming the Public Switched Telephone 

Network (“PSTN”), compromising consumer privacy and free expression, and creating public 

safety risks every day it persists.1  On the Twilio platform alone, more than 100 million lawful, 

consented-to text messages have been blocked/filtered by wireless carriers in the previous year.2  

Across the PSTN, there can be no doubt that the number of lawful messages blocked by wireless 

carriers is many factors higher than what Twilio alone has experienced.   

                                                 
1  A number of commenters have directly cited potential and explicit public safety risks of 
arbitrary text message filtering on this docket.  See generally comments and ex parte declarations 
on this docket from Aerialink, NexGen, as well as non-profit groups Trek Medics and Polaris 
Project. 
2  See Supplemental Declaration of Emily DenAdel Emery ¶5 (attached hereto as Exhibit 
A).   
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Twilio makes three fundamental points below.  First, respect for consumer consent and 

respect for consumer privacy should be the guiding principles. Second, self-interested trade 

association efforts, like the proposed CTIA Messaging Principles and Best Practices, lack 

industry consensus, undermine the Commission’s implementation of the Telephone Consumer 

Protection Act (“TCPA”), and harm consumers, competition, and the PSTN.  Third, the 

Commission’s TCPA implementation efforts protect consumers, service providers, and the 

PSTN.  As described below, the Commission should build upon its TCPA framework by 

bringing all providers within the Commission’s Title II ambit to ensure that consumers and the 

PSTN are protected and that service providers cooperate with one another towards these goals. 

I. The Commission Should Act Affirmatively To Prevent Ongoing, Worsening 
Consumer Harm 

  
As Twilio has maintained since first filing this petition, “Protecting consumers and 

competition by preventing blocking and promoting the free flow of communications among 

consumers and businesses has been a hallmark of Commission policy since the inception of the 

1934 Communications Act” and blocking messages remains antithetical to the Commission's 

proper advocacy on consumers’ interests.3  

Dozens of commenters representing businesses, consumers, technology advocacy groups 

and providers have expressed concerns about how the current system impinges on the welfare of 

consumers, impacting both privacy and free expression. In contrast, wireless carriers and CTIA 

wrongly assert that they have an unfettered right to block traffic for good reason, bad reason, or 

                                                 
3   See Twilio Petition for Expedited Declaratory Ruling of Twilio Inc. at 1 (filed Aug. 28, 
2015) (“Petition”).  
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no reason at all in the absence of an affirmative Commission ruling.  Demonstrating the wrong-

thinking of that position, consumer advocacy groups have stated: 

The status quo harms consumers, competition, and innovation by giving carriers 
free rein to abuse their gatekeeper position. Discriminatory text message blocking 
by the carriers not only raises competitive concerns, but also interferes with free 
speech rights. Even with the rise of over-the-top messaging services, text 
messaging remains a uniquely important communications mechanism, with 
particular significance owing to its universality, verifiability, importance to public 
safety and government functions, and its ubiquity as a fallback communications 
medium available to all mobile phone users.4 
 

Here, as is the case elsewhere, Commission action is necessary to protect consumers and the on-

going growth and development of innovative services that utilize the PSTN. 

The Commission has rightfully advanced consumer protections, particularly with regard 

to how consumers’ data is used by certain broadband providers.5  The Commission should strive 

for consistency by ensuring that such protections – namely choice in which messages are sent 

and received without editorial input from wireless carriers – are extended to text messaging. 

 Just as the Commission has acted to guide the industry in ensuring consumer protection 

on broadband, the Commission’s consistent intervention is required on messaging as well.  

 
II. The CTIA Messaging Guidelines Harm Consumers, Competition, The PSTN, 

And The Commission’s TCPA Implementation Efforts 
 

CTIA suggests that its purported “industry” guidelines sufficiently protect consumers.  

CTIA is incorrect.  Far from protecting consumers, CTIA’s Messaging Guidelines and related 
                                                 
4   See Comments of Public Knowledge, Common Cause and Free Press at 1 (filed Nov. 20, 
2015). 
5   See Fact Sheet: Chairman Wheeler's Proposal To Give Broadband Consumers Increased 
Choice Over Their Personal Information. 
http://transition.fcc.gov/Daily_Releases/Daily_Business/2016/db1006/DOC-341633A1.pdf.   
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carrier blocking of consented messages harm consumers, competition, and the PSTN, and 

undermine the Commission’s TCPA orders. 

The problems permeating the CTIA Messaging Guidelines are too numerous to list.  Most 

fundamentally, however, the guidelines make no provision for ensuring that consumers get 

messages they want to receive.6  They similarly make no provision to ensure consumers, 

businesses, organizations, and institutions are able to send lawful messages to their communities 

of interest.  As for other examples, the CTIA Messaging Guidelines neither bind nor place any 

obligations on wireless carriers; ignore existing routine conventions and database registries (e.g., 

toll free registries); and are being used to create an unlawful paid prioritization channel.  There’s 

little doubt why these guidelines have yet to be shared publicly, or with the Commission. In 

short, these self-serving guidelines create additional problems within the industry and for 

consumers.7   

The record of this docket demonstrates that every day, teachers and schools are having 

messages to students and parents blocked.  Health care messages are blocked.  And at least one 

crime victim failed to receive a prisoner release notification to their phone as a result of carrier 

blocking.  The list of valid, lawful messages being blocked or filtered by carriers increases every 
                                                 
6   In the context of the TCPA and its Robocall Strikeforce, the Commission just reaffirmed 
that carriers may block calls at the request of consumers, and that consumers have the right to 
block calls they do not want.  See Public Notice, Consumer and Governmental Affairs Bureau 
Clarification on Blocking of Unwanted Robocalls, DA 16-1121 (rel. Sept. 30, 2016).  Twilio 
agrees.  The Commission regulates both robocalls and text messages under the TCPA, 47 U.S.C. 
§ 227 (a Title II statutory provision), and there can be no doubt that text messages deserve at 
least equal treatment to that provided to pre-recorded voice calls. 
7   As a result, CTIA’s stated efforts to issue reformed guidelines have been unable to obtain 
consensus among stakeholders, further emphasizing the need for Commission action. 
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day.  It is no answer to tell impacted entities to “go buy a CTIA short code instead.”  That misses 

the point.  Consumers, businesses, and other institutions have a right to use their North American 

Numbering Plan (“NANP”) telephone number for any lawful purpose they like, including text 

messaging, which the Commission most recently affirmed in the Edison/Blackboard Declaratory 

Ruling.8  This is what common carriage and the ubiquity and seamlessness of the PSTN has been 

about since the original enactment of the Communications Act. 

Contrary to those bedrock principles of ubiquity and seamlessness, CTIA and the carriers 

work in concert to hamstring, if not prevent altogether, consumers, businesses, and institutions 

from using the fundamental PSTN resource – NANP telephone numbers – for text messaging.  

Their primary enforcement tool is blocking/filtering messages, ostensibly under the guise of the 

CTIA Messaging Guideline’s so-called “P2P-A2P” distinction.  Under the guidelines, “P2P” 

messaging is essentially when one human sends another human a text using a mobile handset.  

P2P messaging, under the guidelines, can be done using a standard 10-digit NANP telephone 

number.  Any other kind of message is “A2P,” and under the guidelines, any messages 

determined to be A2P must be sent using a CTIA common short code (“CSC”).9  This result is a 

direct affront to the Commission’s authority over the NANP and mobile operators’ obligations to 

carry traffic. 
                                                 
8   Blackboard, Inc. Petition for Expedited Declaratory Ruling Edison Electric Institute and 
American Gas Association Petition for Expedited Declaratory Ruling, CG Docket No. 02-278, 
WC Docket No. 07-135, Declaratory Ruling (rel. Aug. 4, 2016) (“Edison/Blackboard 
Declaratory Ruling”). 
9   Twilio outlines the process and financial incentives for wireless carriers and the CTIA to 
force consumers to use the CSC system in the initial submission on this docket. See Petition at 
18-23. 
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To be sure, this “P2P-A2P” distinction has nothing to do with SPAM prevention, 

consumer consent, network protection, or network management.  Rather, the “P2P-A2P” 

distinction provides a basis (albeit illegitimate) for carriers to employ content-based and 

volumetric blocking of text messages sent over NANP numbers.  If the carrier doesn’t like the 

content or the volume of texts coming from a NANP number gets “too high,” the carrier starts 

blocking/filtering the calls – without any regard to consumer consent – and without any 

obligation to provide notification or reason for their blocking decision.  The sender of the text 

must either use multiple telephone numbers to send messages (a practice disliked by CTIA and 

the wireless carriers and thus subject to disruption), or the sender must use a high cost, low 

functioning CTIA CSC.  In other words, “P2P-A2P” enforces an unlawful, discriminatory paid 

prioritization system, where CTIA in concert with the carriers seeks to extract money from 

providers and businesses by forcing them to buy a CSC and pay premium CSC messaging 

charges in order to avoid carrier blocking.  These are not mere assertions – these are undisputed 

facts. 

The financial benefits of the CTIA and the carriers’ paid prioritization blocking/filtering 

regime are unquestionable, as the CTIA reports that the CSC program is by far and away its 

single largest revenue generator.  In the most recent public data available, CTIA reported that its 

CSC program was responsible for generating approximately 40% of the association’s $62 million 

annual revenue.10   

                                                 
10  See CTIA’s IRS Form 990 for FY 2014 (an excerpt of which is attached hereto as Exhibit 
B). The CTIA reported its top three sources of revenue as follows: Common Short Code 
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Although CTIA would have everyone believe that its CSC system has been a panacea for 

“spam” text messages, this is simply not the case.  Unsatisfied with CTIA’s efforts, AT&T 

recently announced that it would begin its own monitoring of messages over CSCs.  AT&T 

described its goal as follows: 

Reduce SMS SPAM on A2P Short Code Campaigns.  AT&T will take a more 
active role in Identification and Mitigation of SMS SPAM on Short Codes.  The 
intention is to protect the interests of all messaging partners in the ecosystem and 
aggressively reducing SPAM to our subscriber base.11   
 
Thus, in spite of CTIA’s suggestion to the contrary, unsolicited messages are a problem 

within the CTIA CSC system.  The expensive command-and-control system may generate 

substantial revenue for CTIA and defray carrier membership costs, but the system does not 

protect consumers, competition, or the PSTN.  Indeed, the Guidelines weaken rather than 

strengthen the Commission’s TCPA implementation efforts. 

III. The Commission’s TCPA Implementation Efforts Protect Consumers, Service 
Providers, And The PSTN  

The TCPA is a consumer protection provision, codified by Congress in Title II, Common 

Carriage, of the Communications Act.  47 U.S.C. § 227.  The Commission has repeatedly, 

consistently, and uniformly held that text messages are “calls” under the TCPA, and every 

reviewing court has agreed.  Text messaging has become the most prevalent means of people to 

 
(continued…) 
 
Program: $24,928,819, which is higher than the next two sources of the association’s revenue 
combined (Annual Convention: $11,998,242; and Membership Dues: $10,982,524). 
11   See AT&T SPAM Mitigation Policy for Global Communication (attached hereto as 
Exhibit C). 
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communicate with one another using their PSTN phone number, and myriad providers, including 

the carriers, offer messaging solutions for every type phone number, including PSTN landline 

numbers.  Text messaging interconnected with the PSTN is a common carrier service, and claims 

to the contrary simply fail as a matter of fact, law, and common sense.   

The Commission’s TCPA implementation efforts, particularly the 2015 Omnibus Order12 

and the recent Edison/Blackboard Declaratory Ruling, have done a great deal to clarify the rules 

for businesses, utilities, schools, and others to communicate with communities of interest using 

text messages.  Consumers must consent to receive text messages, and consumers can revoke 

their consent at any time, using any reasonable means.  Failure to follow the Commission’s rules 

constitutes a violation of the TCPA, subjecting the message initiator to class action lawsuits.  

And the Commission can – and has – utilized its enforcement to fine service providers and others 

that do not comply with the rules. 

More recently, a number of health care-related entities have sought a declaratory ruling 

on consumer consent issues specific to the medical industries, where multiple entities are often 

involved in delivering solutions to patients and others.13  As this petition and those from the 

utility sector, education sector, and others demonstrate, a massive consumer demand exists for 
                                                 
12   Rules and Regulations Implementing the Telephone Consumer Protection Act of 1991, 
CG Docket No. 02-278, WC Docket No. 07-135, Declaratory Ruling and Order, 30 FCC Rcd 
7961 (2015) (“2015 Omnibus Ruling”). 
13   Public Notice, CGB 02-278, Consumer and Governmental Affairs Bureau Seeks 
Comment on Petition for Expedited Declaratory Ruling Filed by Anthem, Inc., Blue Cross Blue 
Shield Association, Wellcare Health Plans, Inc., and The American Association of Healthcare 
Administrative Management (Aug. 19, 2016).  Throughout their petition, the health care entities 
describe tremendous consumer benefits from text messaging related to appointment and other 
use cases. 
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consumers to use text messaging to communicate with all types of businesses and institutions.  

All of these industry segments, and their service providers, like Twilio and others, seek to be 

brought fully into the Commission’s TCPA compliance framework. 

 In over 20 years of TCPA implementation, the Commission has never issued any order or 

adopted any regulation that discriminates against a type of service provider or restricts any type 

of PSTN telephone number from sending or receiving text messages.  As just one recent 

example, nothing in the Edison/Blackboard Declaratory Ruling limits the ability of a utility or a 

school to utilize any telephone number lawfully assigned to them for sending or receiving a text 

message. Nor is there any limit on the volume of text calls they can make from a single 

telephone number.  Indeed, entities like utilities and schools often have a telephone number 

recognized by their constituents.  As long as an entity follows the Commission’s TCPA 

principles, the foundational principles of ubiquity and seamlessness demand that carriers 

complete text calls, just like voice calls. That said, consumer consent always has been and should 

continue to be the Commission’s touchstone. 

IV. The Commission Should Act Urgently To Protect Consumers And The PSTN  

The Commission has taken great strides to clarify and formalize the TCPA regime for 

messaging and other forms of calls to ensure that consumer consent is respected.  The 

Commission can and should build upon these efforts by invoking its Title II authority to ensure 

that foundational PSTN principles are applied to messaging, just like other calls. 
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Title II is the most straightforward and consistent solution to this issue.  Most recently, 

the Commission was able to use its Title II authority to establish, among other things, three 

bright line rules protecting users of fixed and mobile broadband internet access service: 

1. No blocking access to legal content, applications, and services;  

2. No throttling lawful traffic on the basis of content or application or services uses; and  

3. No Paid Prioritization favoring some lawful traffic over other lawful traffic.  

With the Commission’s Title II findings on fixed and mobile broadband firmly in place, there 

can be no doubt that PSTN-based messaging is similarly a Title II service, as today all mobile 

phone numbers and rapidly increasing volumes of landline phone numbers are text-enabled.14 

Accordingly, the Commission should act urgently to reiterate the applicability of bright 

line principles on text messaging. These principles must include the clarification that providers 

are obligated to deliver consented messages, that paid prioritization and discrimination are 

prohibited, and that providers may act to preserve reasonable network management. 

Providers also have an obligation to manage their networks to prevent abuse before it 

happens.  Towards that end, Twilio submits that the Commission should ensure that all providers 

– carrier and others – utilize reasonable network management principles to protect consumers 

                                                 
14  Although Twilio firmly believes that Title II of the Act squarely addresses the PSTN 
messaging issues raised in its Petition (for example, the Commission already has said that Title 
II’s section 227 applies equally to text messages) Twilio would not oppose Commission action 
on other legal bases, such as that proposed by Voice on the Net Coalition, which state that the 
Commission “can use its Title I and Title III authority to impose nondiscrimination and no 
blocking requirements on wireless carriers.”  See Voice on the Net Coalition ex parte 
presentation WT 08-7, filed April 25, 2016. 
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and the PSTN.  In addition to following the Commission’s TCPA regulations regarding consent 

and related items, Twilio would support Commission adoption of the following principles: 

1. All providers must take reasonable steps to ensure that their offerings are not being 

used for fraud or abuse. 

2. All providers have an obligation to cooperate with one another and take reasonable 

steps to prevent consumers from receiving calls that violate the TCPA and any other 

Commission regulations. 

3. If a provider identifies potential fraud or abuse, they must inform the source provider 

of the potential fraud or abuse. 

4. Upon identification, providers have an obligation to investigate and potentially 

suspend customers associated with the potential fraud or abuse. 

Commission adoption of the reasonable network management standards above would protect the 

PSTN and provide added protection to consumers by placing affirmative obligations on all 

providers that make up the messaging industry. 

V. Conclusion 
 

Consistent with the foregoing, the Commission should grant Twilio’s petition.  Doing so 

would bring text messaging and its providers fully within Title II of the Commission Act, where 

the Commission would have a full complement of tools to protect consumers, promote 

competition, and protect the PSTN.  The Commission has ample authority to grant the relief 

Twilio has requested.  All providers, carriers and non-carriers, have an obligation to cooperate 
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with one another to protect consumers, competition, and the PSTN.  Grant of Twilio’s petition 

will further the Commission’s goals. 

 
      Sincerely, 
  
 
 
      __________________________ 
      Michael B. Hazzard 
      Jones Day 
      51 Louisiana Avenue, N.W. 
      Washington, DC  20001-2113 
 
      Counsel to Twilio Inc. 
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